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# 目的

确保公司为客户提供的服务的可用性，保证公司的业务能够实现服务目标，确保客户公司的正常运作。

# 范围

业务范围：乙方根据甲方项目的合同内容向甲方提供相应的服务，具体服务内容根据具体项目在相应的工作说明中列明

时间范围：服务报告期

# 风险分析与对应策略：

## 风险分析：

* 系统软件的常识性故障而导致需要经常性的人工现场支持；
* 存在未测试出的致命性BUG。
* 办公设备的常识性故障而导致需要经常性的人工现场支持；
* 存在未被发现的致命性故障

## 对应策略：

* 对系统软件的常识性故障的维护进行培训，通过系统培训使维护人员能解决简单的故障作为应急措施；
* 定期对系统的运行情况进行检查及对稳定性进行测试。
* 对办公设备的常识性故障的维护进行培训，通过系统培训使维护人员能解决简单的故障作为应急措施；
* 定期对办公设备的运行情况进行故障预测和排查。

# 可用性需求

**服务内容**

# 检测、维护及恢复方案

恢复方案从响应速度以及服务质量双方面指定，首先通过电话或远程工具，及时响应故障及客户的需求，另一方面为保证服务质量，采取现场支撑的，并对出现的每个事件做好后续的跟进测试等工作。

# 供应商服务方案

无
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